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First Annual Report : Data Highlights 

 Companies: 74 

 Applications: 288 

 108M Lines of Code (3.4 M Backfired Function Points) 

The Sample 

Key Industries 

Key Technologies 

 Energy & Utilities 

 Financial Services 

 Insurance 

 IT & Business Consulting 

 Manufacturing 

 Government 

 Telecommunication 

 Software ISV 

 .NET 

 COBOL 

 Java EE 

 C/C++ 

 Oracle 4GL 

 ABAP 



Key Finding 1: Higher Security Scores for COBOL 

Security scores by language. Distribution of Security Scores. 

 Bimodal distribution of security scores indicate two types of apps 

 Apps with security scores are predominantly from Financial Services  
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Key Finding 2: Performance  Scores Lower in Newer Languages 

 Performance distribution is skewed towards higher scores in general 

 Newer technologies show lower performance scores 

Performance scores by language. Distribution of Performance Scores. 
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Key Finding 3: Changeability Scores Lowest in Government Sector 

 Applications in government sector show poor changeability 

 Government sector also outsources 75% of apps compared to 50% in 
private sector. 

Changeability scores by industry Distribution of Changeability Scores. 

2

2.2

2.4

2.6

2.8

3

3.2

3.4

3.6

3.8

4

E
ne

rg
y 

&
 U

til
iti

es

Fi
na

nc
ia

ls

In
su

ra
nc

e

IT
 C

on
su

lti
ng

Te
ch

no
lo

gy

Te
le

co
m

M
an

uf
ac

tu
rin

g

G
ov

er
nm

en
t

C
ha

ng
ea

bi
lit

y 
Sc

or
es

Industry



Key Finding 4: Modularity Minimizes the Effect of Size on Quality 

 
R² = 0.4533 
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 Except for COBOL applications size has no impact on the quality of 
applications 

 Modularity on the other hand seems to have direct impact on quality 



CISQ 

Co-sponsorship 

IT Executives Technical 
experts 

CISQ  An Industry Response 
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Initial CISQ Objectives 

Raise international awareness of the critical 
challenge of IT software quality 1 

Develop standard, automatable measures and anti-
patterns for evaluating IT software quality 2 

Promote global acceptance of the standard in 
acquiring IT software and services 3 

Develop an infrastructure of authorized assessors 
and products using the standard 4 



CISQ Standards Process 
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Technical Work Group Operations 

Quality Characteristic Common TWG 
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ISO 25000 Quality Model 

 Starting point for CISQ work 
 Defines quality characteristics and subcharacteristics 

 CISQ to define quality attributes and measurable elements 
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